* Thiết lập nhóm quyền

Use Zend\Permissions\Acl\Role\GenericRole as Role;

$acl = new \Zend\Permissions\Acl\Acl;

$acl->deny() // Chặn tất cả quyền hạn mặc định

$acl->addRole(new Role(‘guest’)) // Thiết lập quyền

$acl->addRole(new Role(‘member’),array(‘guest’)) // Thiết lập nhóm quyền Member kế thừa của Guest

$acl->addRole(new Role(‘admin’),array(‘member’))

* Thiết lập tài nguyên

module:controller

$acl->addResource(‘training’)

->addResource(‘training:user’, ‘training’)

->addResource(‘training:verify’, ‘training’)

->addResource(‘training:book, ‘training’)

->addResource(‘training:file’, ‘training’)

->addResource(‘training:chat, ‘training’)

…

* Gán nhóm quyền vào tài nguyên

$acl->allow(‘guest’, ‘training:verify’,null) // Khách có quyền truy cập tất cả action trong controller verify của module training

$acl->allow(‘member’, ‘training:user’ , array(‘add’, ‘index’, ‘edit’))

$acl->allow(‘member’, ‘training:book’)

$acl->allow(‘member’, ‘training:file’)

$acl->allow(‘member’, ‘training:chat’)

$acl->allow(‘admin’) // Full quyền

If($acl->isAllowed(‘nhóm quyền, ‘tài nguyên’)){

*//($acl->isAllowed(‘member’ , $moduleName. “:”.$controllerName,$actionName)*

//Done

}else{

//False

}

$route = $e->getRouteMatch();

$controller = $route->getParams(‘controller’); // module\_name/controller/controller\_name

$moduleName = $strtolower(substr($controller,0,strpos($controller, ‘\\’)));

$arr = explode(‘\\’ , $controller);

$controllerName = strtolower(array\_pop($arr))

$actionName = $route->getParam(‘action’)